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Introduction to Value added Courses 
 

Value added courses are part of the curriculum designed to provide necessary skills to increase the 

employability quotient and equipping the students with essential skills to succeed in life. Value-

added courses are those that aim to raise students' standards above those that are prescribed by 

academic curricula. The curriculum now includes value-added courses to improve students' 

employability. 

Faculty of LAW, RKDF University, offers a whole variety of value added courses with the following 

objectives: 

 To provide practical training of the cases to young professionals and law students 

 To provide in-house training to them and equip them with the knowledge of fundamental 

principles relating to human rights and cyber security. 

 To make them proficient in the basic rules of cyber security and human rights. 

 Acquaint them with the procedures relating to filing of these documents, their registration, 

wherever applicable, and processes related to the filing of these documents before various 

courts, tribunals and other quasi- judicial and administrative bodies. 

 The value-added courses are delivered using a combination of lectures, classroom discussions, 

and interactive sessions. The sections will be followed through conduct of evaluation tests to 

assess the understanding of the participants.  

Course Description 

Course duration will be of 30 lectures and after the completion of all the 30 lectures 

university will conduct exam as per syllabus and schemes and every qualified student 

will be awarded a certificate.   

TOTAL TEACHING HOURS 30 (Lecture: 25 Hours, Tutorial: 05 Hours) 

Scheme of Examination 

S.No.  Question Type Total Number of 
Questions 

Marks allotted Total Marks 

1 Objectives 10 01 10 

2 Short-Answer Questions 05 06 30 

3 Long-Answer Questions 04 15 60 

4 Internal Assesments Class 
Presentations, 
Project Report 

 50 

                                                                                                   TOTAL MARKS 150 

  

(1) The passing requirement for value added courses shall be 50% of the total marks prescribed 

for the course. 

(2) The students who have successfully completed the value-added courses shall be issued with 

a certificate duly signed by the authorized signatory. 
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Value Added Course in cyber security (LAWVAC002) 
Value added courses are part of the curriculum designed to provide necessary skills to increase the 

employability quotient and equipping the students with essential skills to succeed in life. Value-

added courses are those that aim to raise students' standards above those that are prescribed by 

academic curricula. The curriculum now includes value-added courses to improve students' 

employability. 

Faculty of LAW, RKDF University, offers a whole variety of value added courses with the following 

objectives: 

 To provide practical training of the cases to young professionals and law students 

 To provide in-house training to them and equip them with the knowledge of fundamental 

principles relating to human rights and cyber security. 

 To make them proficient in the basic rules of cyber security and human rights. 

 Acquaint them with the procedures relating to filing of these documents, their registration, 

wherever applicable, and processes related to the filing of these documents before various 

courts, tribunals and other quasi- judicial and administrative bodies. 

The value-added courses are delivered using a combination of lectures, classroom discussions, and 

interactive sessions. The sections will be followed through conduct of evaluation tests to assess the 

understanding of the participants 

Course Contents/ Syllabus 

UNIT 1 – 

Cyber Crime - Cybercrime and legal position around the world. Cyber terrorism, Computer and Cyber 

Crimes. 

UNIT 2 – 

Indian Cyber Law - Indian laws for cyber offences, Overview of general cyber laws which are 

prevailing in the country. 

UNIT 3-  

Cybercrimes relating to economic sector - Definition of E- commerce, e- commerce main 

components, introduction to digital payments, modes of digital payments- banking cards, Unified 

Payment Interface (UPI), E- wallets, Aadhar enabled payments,, payments related common frauds 

and preventive measures. 

UNIT 4 –  

Information Technology Act 2000 - Cybercrime and legal landscape around the world, IT Act 2000, 

and its amendments, limitations of IT Act 2000. Digital signature, provisions under specific laws for 

cyber offences – Indian Evidence Act, Indian Penal Code. 

 UNIT 5 – 

Penalties and offences - Appellate tribunal – its establishment and functions Cyber regulations and 

advisory committee – its constitution and functions 
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TEXT READING: 

1. Cybercrime Impact In The New Millennium, By R C Mishra, Auther Press Edition 2010 

2. Cyber Laws: Intellectual Property  & E Commerce Security By Kumar K Dominant 

Publishers  

3. Prof. S.R. Bhansali -Information Technology Act 2000 

4. Gupta & Agrawal Information Technology Act 2000  

5. Vakul Sharma Information Technology Law & Practice 

6. Prof. G.S. Bajpai Cyber Crime & Cyber Law  

7. Rao S.V. Joga Law Of Cyber Crimes And Information Technology Law. 

 

 

 

 

 

 

 

 

 

 


